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1	Introduction 
1.1	Background
In SA2#127, KI#1 on "Mutually Exclusive Access to Network Slices" was agreed, with the following two scenarios:
-	by internal regulation (of the subscriber, of the employer, of the operator, etc): for example, it might be forbidden for a UE to access "regular" services and "specific" services, e.g. a UE used by a government officer might be restricted to be either in "off-duty" (regular) or "on-duty" (specific) mode. It is forbidden by regulation for the UE to access simultaneously the off-duty services and the on-duty services.
-	by network capability: for example, a factory device may have two modes of operations: "maintenance mode" (used to perform updates, e.g. blueprints upload, check the status of the devices, monitoring and maintenance, etc) and a "ultra-low latency factory mode", where the device receives URLLC commands to perform its duty. In that case, the AMF instance used for the URLLC factory slice may be tailored specifically to that duty, and not be able to support other services such as file database access, etc. In that case, the device may have to select either mode and not connect to both simultaneously.
In SA2#127, based on these scenarios, our document S2-183753 was making the following observations (please see S2-183753 for a detailed discussion – text of observations has been updated to the agreed terminology):
Observation 1: PLMN are going to deploy their network slices in their networks so that all the services available to the users can be used simultaneously (i.e. there will be at least a set of network slice instances in the home network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in its home network).
Observation 2: PLMNs are going to organise their SLAs so that network slices in the roaming partners' networks are going to offer all services available to the users simultaneously (i.e. there will be at least a set of network slice instances in the roaming partner network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in that network).
Observation 3: Support of mutually exclusive access to network slices in the UE is a wanted feature of the 3rd party owning the UE subscription, and not due to a negative effect of a bad network deployment.
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Observation 4: Functional support for network slice isolation in the 5GC is already supported in Rel-15 specifications.
1.2	Proposed solution
The proposal that was discussed in SA2#124, based on an online discussion on the network slice isolation in SA2#123, is again proposed here.
As we can see from above, the only mechanism needed is to give the ability for the UE to recognise which S-NSSAIs cannot be requested simultaneously.
Given that this mechanism is voluntary, network slices will be organised accordingly in the network (i.e. if S-NSSAI1 and S-NSSAI2 are not meant to be provided simultaneously to a UE, it is to be expected that the operator will organise the sets of network slice instances accordingly, i.e with a set of slices containing S-NSSAI1, and another containing S-NSSAI2, something that is already supported in the network in Rel-15). It is also expected that these voluntary restrictions, where it makes sense, will be reflected in the SLAs towards the roaming partners.
Note:	"where it makes sense" is an important consideration: for example, a government officer might be able to roam their "on-duty" services within the European Union for example, but probably would not be allowed to do so, should the UE be used outside the European Union (in that case, the S-NSSAI is probably not available in the roaming partner's network at all). Or in the case of the factory device, its dual usage outside a specific set of networks (whose deployment is meant to support these devices) is probably not meaningful.
Therefore, it is proposed that the home network provides the necessary information to the UE, and the SLAs towards the roaming partners (and the proper mapping to the roaming partners' network slices) is covered by the existing Rel-15 functionality.
To provide the necessary information to the UE, it is proposed that a field be added to the relevant URSP entries, with a "S-NSSAI Group". Simply, then, the UE would not be allowed to include in a Requested NSSAI S-NSSAIs that belong to two or more different groups. S-NSSAIs not belonging to any group would not be conflicting with any group.
E.g.:
-	S-NSSAI S1, S-NSSAI Group: SG1
-	S-NSSAI S2, S-NSSAI Group: SG2
-	S-NSSAI S3, S-NSSAI Group: SG2
-	S-NSSAI S4 (no S-NSSAI Group information).
Note: 	in most cases, for most UEs, there would not be any S-NSSAI Group information. Only these specific UEs with the proper usage and device support would be able to receive URSPs with such information (therefore, there is no backward compatibility issue in the UE).
In that example, the UE would be able to request {S1, S4} together, {S2, S3, S4} together, but not {S1, S2, S3} or {S1, S2, S3, S4}.
The signalling towards the serving network is therefore unchanged. In any case, should the roaming partner support both S1 and S2 in the network due to SLA (of course, via their mapped values), it would have (at least) two sets of network slice instances, one containing S1, the other containing S2, and the NSSF would be able to select one or the other according to Rel-15 behaviour.
There is therefore no backwards compatibility in the serving network (i.e. even a Rel-15 serving network should be able to support the feature, as it is only a deployment consideration, not a network feature).
Alternative 2: Instead of providing this information as part of the URSP, a less desirable solution, but acceptable, is just to say that the UE is configured locally with such information. In which case, there would be no specification impact to support the feature.
2.	Proposal 
Based on the observations above, it is proposed to capture in the TR the following solutions to key issue #1.
First change
[bookmark: _Toc512862311][bookmark: _Toc498349007]6.X	Solution #X: Mutually Exclusive Access to Network Slices via the use of URSP<Solution Title>
[bookmark: _Toc512862312]6.X.1	Introduction
Editor's note:	This clause lists the key issue(s) addressed by this solution.
This is a solution to Key Issue #1, "Mutually Exclusive Access to Network Slices" (MEANS).
This solution assumes the following:
-	It is assumed that PLMN are going to deploy their network slices in their networks so that all the services available to the users can be used simultaneously (i.e. there will be at least a set of network slice instances in the home network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in its home network), except for network slices that are intended to be under mutually exclusive access by UEs.
-	It is assumed that PLMNs are going to organise their SLAs so that network slices in the roaming partners' networks are going to offer all services available to the users simultaneously (i.e. there will be at least a set of network slice instances in the roaming partner network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in that network), except for network slices that are intended to be under mutually exclusive access by UEs.

[bookmark: _Toc512862313]6.X.2	Functional description
Editor's note:	This clause outlines solution principles, assumptions and high-level architectures, etc.
This solution proposes to introduce a new sub-field, the S-NSSAI Group, in the URSP, as part of the Network Slice Selection field of the Route Selection component, with the following use:
-	If an S-NSSAI value in the URSP is associated with an S-NSSAI Group, all instances of this S-NSSAI in the URSP shall be associated with the same S-NSSAI Group value.
-	If the UE includes in the Requested NSSAI (or its associated mapping) an S-NSSAI value in the URSP is associated with an S-NSSAI Group, the UE shall not include in the Requested NSSAI another S-NSSAI value associated with a different S-NSSAI Group.
NOTE:	This solution does not propose a specific encoding or limitation to the S-NSSAI Group, however, it is expected that very few groups will be needed, therefore an encoding allowing up to 2 ~ 8 group values is expected to be sufficient.

[bookmark: _Toc512862314]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures for the solution.
No new procedures are required with this solution.
[bookmark: _Toc512862315]6.X.4	Impacts on existing entities and interfaces
Editor's note:	This clause describes impacts on existing entities and interfaces.
[bookmark: _Hlk500857602]UE impact:
-	This solution only impacts UE supporting the feature. UEs not supporting the feature should not receive such URSP information (by design: since they do not need the "exclusion service", they do not need to receive configuration for such "exclusion").
Network impact (serving and home):
-	This solution does not impact the roaming 5GC networks, and can work in Rel-15 5GC networks. It is expected that supporting roaming partners will properly configure their networks to fulfil their SLAs.
-	This solution does not impact the home 5GC network beyond the ability to send to the relevant UEs the URSP with the added field (i.e. it impacts the PCF and the UDR). It is expected that the home network operator will configure its network to fulfil the subscription requirements.
Mutually Exclusive Access to Network Slices in the network is already supported in Rel-15 and does not require any further changes. Actual isolation of resources between network slices is supported by the underlying virtualisation environment and OAM (see SA5 specifications).

[bookmark: _Toc512862316]6.X.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
Next change
6.X	Solution #X: Mutually Exclusive Access to Network Slices via UE configuration<Solution Title>
6.X.1	Introduction
Editor's note:	This clause lists the key issue(s) addressed by this solution.
This is a solution to Key Issue #1, "Mutually Exclusive Access to Network Slices" (MEANS).
This solution assumes the following:
-	It is assumed that PLMN are going to deploy their network slices in their networks so that all the services available to the users can be used simultaneously (i.e. there will be at least a set of network slice instances in the home network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in its home network), except for network slices that are intended to be under mutually exclusive access by UEs.
-	It is assumed that PLMNs are going to organise their SLAs so that network slices in the roaming partners' networks are going to offer all services available to the users simultaneously (i.e. there will be at least a set of network slice instances in the roaming partner network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in that network), except for network slices that are intended to be under mutually exclusive access by UEs.
This solution is similar to solution #X, "Mutually Exclusive Access to Network Slices via the use of URSP", except that it proposes that the mutually exclusive access to network slices is directly configured in the UE.
6.X.2	Functional description
Editor's note:	This clause outlines solution principles, assumptions and high-level architectures, etc.
This solution proposes that the UE is configured (by mechanisms not to be defined in the specification, e.g. part of application configuration) in such a way that the UE knows whether two given S-NSSAIs can be requested simultaneously in the Requested NSSAI.
6.X.3	Procedures
Editor's note:	This clause describes high-level procedures for the solution.
No new procedures are required with this solution.
6.X.4	Impacts on existing entities and interfaces
Editor's note:	This clause describes impacts on existing entities and interfaces.
Impacts compared to Rel-15:
-	This solution has no normative specification impacts. Only a few informative statements are expected (e.g. a few notes).
UE impact:
-	This solution only impacts UE supporting the feature as part of the overall UE design and application configuration (i.e. no specification impact). UEs not supporting the feature would not need to be configured in such a way.
Network impact (serving and home):
-	This solution does not impact the roaming 5GC networks, and can work in Rel-15 5GC networks. It is expected that supporting roaming partners will properly configure their networks to fulfil their SLAs.
-	This solution does not impact the home 5GC network, and can work in home Rel-15 5GC network. It is expected that the home network operator will configure its network to fulfil the subscription requirements.
Mutually Exclusive Access to Network Slices in the network is already supported in Rel-15 and does not require any further changes. Actual isolation of resources between network slices is supported by the underlying virtualisation environment and OAM (see SA5 specifications).

6.X.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
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